ПРОКУРАТУРА РАЙОНА РАЗЪЯСНЯЕТ

Снова мошенники!

По электронной почте поступает **сообщение якобы от сервиса Госуслуг о взломе аккаунта и утечке персональных данных пользователей** с предложением связаться с сотрудниками Минцифры, ФСБ или технической поддержки по указанным номерам.

При согласии и наборе предложенного номера телефона, гражданин узнает, например, о том, что мошенники уже подали заявку на оформление от его имени кредита. Чтобы их опередить и исключить утрату денег, предлагают срочно самому оформить на себя кредит, а полученные деньги перевести на «безопасный счет».

Дальше объяснят, как это сделать- заполнить анкету, указать данные карты, на которую должна поступить сумма кредита, перевести деньги на якобы безопасный счет, который назовут и т.д.

Способы защиты:

1.Получив такое сообщение, знайте, так работают мошенники.

2.Через сервис Госуслуг проверьте информацию в отношении себя.

3. Исключите передачу каких-либо персональных данных.