ПРОКУРАТУРА РАЙОНА РАЗЪЯСНЯЕТ

«Чтобы украсть деньги, злоумышленники часто прикрываются Авито Доставкой»

Не переходите в другие мессенджеры. Общайтесь только на Авито: так мошеннику будет сложнее. Однако и в мессенджере Авито будьте начеку.

Не открывайте ссылки и QR-коды. Не делитесь почтой и телефоном. Авито не запрашивает их при создании заказа. Мошенники стремятся узнать их, чтобы выслать поддельный чек или ссылку. Не говорите коды из смс, ради них злоумышленники могут даже притвориться службой поддержки. Не указывайте код карты, а также имя владельца и срок действия. Когда вы продадите товар через Авито Доставку, авито попросит только номер карты. Это случится после того, как покупатель заберёт посылку. Будьте внимательны!