ПРОКУРАТУРА РАЙОНА РАЗЪЯСНЯЕТ

**«Мошенники в интернет-сервисе «Авито»»**

В последнее время в интернет- сервисе размещения объявлений - Авито часто возникают случаи мошенничества в связи с использованием услуги Авито-доставка.

Покупателю пишет продавец ( мошенник ) с целью покупки у него товара. Чаще всего продавец бывает из другого города и предлагает оформить покупку путём доставки товара через сервис Авито. Продавец не сталкивается с такой услугой и доверяется покупателю, который предлагает помочь оформить доставку. После чего, мошенник присылает ссылку, где необходимо указать данные своей банковской карты. Продавец ничего не подозревая вводит данные и с его карты списываются все денежные средства.

Как избежать мошенников, если пользуетесь «Авито-доставкой»:

- публикуя объявление, указывайте в разделе «Контакты» способ связи «В сообщениях». Тогда покупатели не увидят ваш номер телефона и смогут писать только в чат «Авито». Там сервис заблокирует все подозрительные ссылки.

- Если указали номер, не переводите общение в мессенджеры. В чате на «Авито» можно переписываться, отправлять фото и показывать товар по видеосвязи.

- Проверяйте профиль и рейтинг каждого покупателя. Недавняя регистрация на сервисе должна вызвать подозрения.

- Насторожитесь, если покупатель торопит завершить сделку. После того как он оплатит товар, у вас будет пять дней на отправку.

- Изучайте правила «Авито-доставки» сами. И не говорите покупателям, что никогда ею не пользовались.

- Если вам удобнее общаться в мессенджерах, не переходите по ссылкам от покупателей. «Авито» сообщит об оплате товара в чате. А деньги придут на карту после того, как покупатель получит и проверит товар.