ПРОКУРАТУРА РАЙОНА РАЗЪЯСНЯЕТ

**«Осторожно мошенники!»**

Способы совершения дистанционных мошенничеств постоянно видоизменяются. Сейчас злоумышленники могут представиться по телефону сотрудником банка, правоохранительного органа, медицинским или социальным работником, государственным служащим. Указанные реальные сотрудники не просят граждан оформить кредиты под залог своих квартир и участвовать в поимке преступников.

Фразы, после которых нужно немедленно прекратить разговор:

1. В целях предотвращения кражи Ваших денежных средств сообщите свои персональные данные;

2. На Вас пытаются оформить кредит, чтобы не допустить этого, сообщите данные своей банковской карты;

3. Неизвестные пытаются похитить Ваши деньги, чтобы помешать им переводите их на безопасный счет, который я сообщу;

4. Чтобы не позволить мошенникам украсть Ваши деньги продиктуйте код из полученного Вами СМС;

5. Ваш родственник совершил правонарушение либо является потерпевшим, для оказания ему помощи переводите денежные средства на счет, который я сообщу;

Услышав данные фразы, прекратите разговор и самостоятельно обратитесь в банк или иную организацию, сотрудником, который преставился злоумышленник, а также свяжитесь с лицом, оказавшимся в сложной ситуации, чтобы проверить сообщенную Вам информацию.